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Our Dedicated Approach to Your Data Protection & Compliance

PhotoShelter is committed to providing you with data transparency, privacy, and 
security. That’s why leading brands and businesses trust PhotoShelter to protect the 
billions of assets we store. Here’s how our data team delivers on our commitment to 
ensure your assets remain protected and compliant.

How 
PhotoShelter 
Keeps Your 
Data Safe

Since its inception in 2005, PhotoShelter has never had a 
security or privacy breach – echoing our long-standing 
commitment to protecting your data.

Data Compliance

PhotoShelter is built with security as 
a top priority. Users are able to take 
advantage of our flexible permission 
capabilities to keep assets restricted 
for data compliance like HIPAA. 
Here you can view our public 
Privacy Statement and contact 
information for Right of Removal:
https://www.photoshelter.com/
support/privacy

Edge Security

PhotoShelter’s Edge Compute 
Network (PSECN) uses 
geographically-diverse servers 
around the world to process your 
data closer to you. This 
approach lowers cybersecurity 
risk, reduces network latency, 
and increases download/upload 
speed.

Data Redundancy

PhotoShelter stores multiple 
copies of your data to make sure 
it’s protected no matter what — 
even in the event of a natural 
disaster. 4 copies of your data 
are uploaded to at least 2 
geographically-distributed data 
centers and we run automated 
data recovery tests every week.
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